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33 Cavendish Square,  

London, W1G 0PW 

tympahealth.com 

MASTER SUBSCRIPTION AGREEMENT - TERMS AND CONDITIONS 

This Master Subscription Agreement is between Tympa Health Technologies Limited a limited liability company 
having its registered office at Landmark, 33 Cavendish Square, London W1G 0PW and the customer named in the 
Order Form.  

 

Company Name 

Registered Company Number 

Registered Company Address 

 

References to "we", "us", "our", or "TympaHealth" means Tympa Health Technologies Limited. 

References to "you", "your", or "the Customer" means the Contracting Party referenced in the Order Form.  

 

RECITALS 

 

A. TympaHealth provides communities with accessible and affordable ear and hearing healthcare. To achieve 
this, it has relationships with health professionals including pharmacies, GP clinics, audiologists and 
opticians to support them providing ear and hearing healthcare to the public.  

B. TympaHealth have developed certain hardware, software and service channels which it makes available for 
the purpose of providing ear and hearing healthcare and the Customer wishes to use TympaHealth's 
services in its provision of healthcare. 

C. TympaHealth agrees to provide and the Customer has agreed to take and pay for TympaHealth's services 
subject to the terms and conditions of this Master Subscription Agreement.  

 

1. DEFINITIONS 

Applicable Laws: means all applicable laws, statutes, regulations and codes from time to time in force. 
 
Business Day:  a day other than a Saturday, Sunday or public holiday in England when banks in London are open 
for business. 
 
Captured Data: means data and information entered into the Services by you or captured via the Hardware 
including all images and procedure results generated by the Software or otherwise produced through use of the 
Services. 
 
Confidential Information: information of commercial value which has been kept confidential by the party from 
whom the information originates and which has not come into the public domain during the term of this 
Agreement in breach of any obligation of confidentiality. 
 
Commencement Date: Thirty (30) days from the Effective Date. 
 
Contract Year: a period of 12 months (or such a shorter period if the Agreement is terminated earlier) commencing 
on the Commencement Date and/or each anniversary of the Commencement Date.  
 
Defect: an error in the Hardware that causes it to fail to operate substantially in accordance with the relevant 
Documentation and not caused due to any fault or negligence of the Customer. 
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Derived Data: means data and information created by TympaHealth using all or part of the pseudonymised 
Captured Data. 
 
Documentation: the operating manuals, user instructions, technical literature and all other related materials in 
human-readable and/or machine-readable form supp12lied to the Customer by TympaHealth for aiding the use 
and application of the Services. 
 
Effective Date: the date on when the Order Form is signed by the Customer.  
 
Hardware: the equipment provided by TympaHealth to the Customer and on which the Software is loaded or 
through which it is accessed and via which the Services are accessed. 
 
Initial Subscription Term: 36 months from the Commencement Date.  
 
Intellectual Property Rights: all vested contingent and future intellectual property rights including but not limited 
to copyright, trademarks, service marks, design rights (whether registered or unregistered), patents, know-how, 
trade secrets, inventions, get-up, database rights and any applications for the protection or registration of these 
rights and all renewals and extensions thereof existing in any part of the world whether now known or in the future 
created to which TympaHealth may be entitled. 
 
Location: the location(s) at which the Hardware is to be installed as specified in the relevant Order Form. 
 
Order Form: means an ordering document or online order specifying the Services to be provided.   
 
Normal Business Hours: 9.30 am to 5.30 pm local UK time, each Business Day. 
 
Renewal Period: has the meaning given in clause 10.1. 
 
Services: means all services TympaHealth provides as set out in this agreement and Schedules B (where applicable) 
and C including but not limited to the provision of the Hardware and Software (including access to the online 
database where Captured Data is stored) to the Customer to provide ear and hearing healthcare services to its 
customers, and any other additional services TympaHealth agrees to be provide from time to time in writing.  
 
Software:  means the software applications specified in the Order Form and all operating software which is loaded 
onto or accessed from the Hardware and shall include all modifications, updates and extensions to those services 
from time to time. 
 
Subscription Term: has the meaning given by clause 10.1 (being the Initial Subscription Term together with any 
subsequent Renewal Periods). 
 

2. PROVISION OF SERVICES 

2.1 Prior to the Commencement Date, we may require you to undertake training sessions prior to receiving the 
Services.  
 

2.2 We shall, during the Subscription Term, provide the Services to you in accordance with the terms of this 
Agreement. 
 

2.3 We shall provide you with the Hardware and Software for the purposes of accessing the Services.  
 

2.4 We shall use commercially reasonable endeavours to make the Services available during Normal Business 
Hours, except for: 

(a) planned maintenance carried out with at least forty-eight (48) hours’ notice; and 

(b) unscheduled maintenance performed outside of Normal Business Hours, provided that we have used 
reasonable endeavours to give you at least twenty-four (24) hours’ notice in advance; 
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(c) any unavailability caused by circumstances beyond our reasonable control, including, for example, 
an act of God, act of government, flood, fire, earthquake, civil unrest, act of terror, strike or other 
labour problem (other than one involving our employees), Internet service provider failure or delay, 
denial of service attack, or any third party application. 

 
2.5 We shall provide training to you on the Services if, and as, specified in the Order Form. 

 
2.6 We may from time to time offer you other services in addition to the Services. Such additional services will 

be provided at our discretion and subject to separate terms and conditions.  
 

2.7 You acknowledge that any Services provided by TympaHealth may only be received and used in the United 
Kingdom and European Union.  
 

3. SUPPORT SERVICES  

3.1 We shall ensure that standard customer support services are available to you free of charge by e-mail via 
support@tympahealth.com during our Normal Business Hours in respect of the following: 

(a) remedying Defects in the Hardware;  

(b) provision of bug fixes and patches and online troubleshooting for the Software; and 

(c) providing advice and technical support on the use of the Services. 

3.2 Where we are required to attend to faults or fix the Hardware and, in our reasonable opinion, there is no 
Defect, or due to your fault or negligence, including but not limited to breach by you of any of your 
obligations under this Agreement, we shall charge you on a time and materials basis at our standard rates 
and you shall be liable for all associated costs and expenses such as travel, cost of replacement parts or 
spares, installation costs, which shall be invoiced to you separately. 

3.3 The provision of the standard customer support services under this clause 3 does not imply that we shall be 
successful in correcting any Defects, bug fixes or errors.  

 

4. CUSTOMER OBLIGATIONS 

4.1 You shall: 

(a) use the Services only in accordance with this Agreement, the Documentation, Order Forms and 
Applicable Laws with respect to its activities under this Agreement; 

(b) use commercially reasonable efforts to prevent unauthorised access to or use of the Services, and 
shall notify us promptly of any such unauthorised access or use; 

(c) be responsible for the accuracy, quality and legality of Captured Data and the means by which you 
acquired the Captured Data which you input into the Services including compliance with all 
Applicable Laws; 

(d) inspect the Hardware on delivery and notify us immediately in writing of any Defects in the 
Hardware; 

(e) be responsible for installing the Hardware at the Location in accordance with our instructions, unless 
otherwise agreed in writing with us; 

(f) use the Hardware in a proper manner and in accordance with any operating instructions issued for 
it and shall ensure that your staff are properly trained and appropriately qualified to use and/or 
supervise the use of the Hardware; 

(g) not, allow any person other than a representative of TympaHealth to modify, repair or maintain any 
part of the Hardware; 

(h) not transfer, sell, assign, sub-licence, pledge or otherwise dispose of, encumber or suffer a lien or 
encumbrance upon or against any interest in the Hardware; 
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(i) insure the Hardware for the duration of the Subscription Term; 

(j) notify us in writing immediately of any loss of or damage to the Hardware and you shall indemnify 
us against any loss or damage to the Hardware while your possession, excluding damage which in 
our opinion constitutes fair wear and tear; 

(k) remove all Captured Data from the Hardware before returning the Hardware to us; 

(l) be solely responsible for procuring and maintaining its network connections and 
telecommunications links from its systems to the Software and our data centres, and all problems, 
conditions, delays, delivery failures and all other loss or damage arising from or relating to your 
network connections or telecommunications links or caused by the internet; 

(m) provide us with all necessary co-operation in relation to the Services and all necessary access to such 
information as may be required by us in order to provide the Services; 

(n) be solely responsible for ensuring your designated employee(s) complete their online and self-
directed training at the TympaHealth Training Academy, hosted on our online Learning Management 
System, before they attend their in-person training event; 

(o) be solely responsible for ensuring your designated employee(s) complete their TympaHealth training 
within 30 days from when you sign this agreement, this includes in person training events and in 
person or remote observation sessions. 

 
4.2 You shall not access, store, distribute or transmit any harmful software or material including but not limited 

to Viruses, or any other material during the course of its use of the Services that: 

(a) is unlawful, harmful, threatening, defamatory, obscene, infringing, harassing or racially or ethnically 
offensive; 

(b) facilitates illegal activity; 

(c) depicts sexually explicit images; 

(d) promotes unlawful violence; 

(e) is discriminatory based on race, gender, colour, religious belief, sexual orientation, disability, or any 
other illegal activity; or 

(f) causes damage or injury to any person or property. 

 
4.3 You shall not: 

(a) except as may be allowed by Applicable Law which is incapable of exclusion by Agreement between 
the parties: 

(i) attempt to copy, modify, duplicate, create derivative works from, frame, mirror, republish, 
download, display, transmit, or distribute all or any portion of the Hardware, Software and/or 
Documentation (as applicable) in any form or media or by any means; or 

(ii) attempt to reverse compile, disassemble, reverse engineer or otherwise reduce to human-
perceivable form all or any part of the Hardware or Software;  

(b) access all or any part of the Services and Documentation in order to build a product or service which 
competes with the Services and/or the Documentation;  

(c) use the Services and/or Documentation to provide services to third parties, except as otherwise 
provided for in this Agreement;  

(d) license, sell, rent, lease, transfer, assign, distribute, display, disclose, or otherwise commercially 
exploit, or otherwise make the Services and/or Documentation available to any third party; or 

(e) attempt to obtain, or assist third parties in obtaining, access to the Services and/or Documentation, 
other than as provided under this Agreement or any Order Form. 
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4.4 In the event that your use of any of the Services is in breach of this clause 4 or any other provision of this 
Agreement, the Documentation or applicable Order Form, without prejudice to any other rights and 
remedies including the right to terminate, we may suspend the Services until you remedy the breach.   
 

4.5 Subject to us complying with your reasonable applicable policies, as notified to us by you from time to time, 
you shall allow our personnel such access to your premises as is reasonably necessary for us to carry out its 
obligations to you pursuant to this Agreement. You shall provide to us all permissions necessary to obtain 
such access. 
 

4.6 You shall defend, indemnify and hold us harmless against all claims, actions, proceedings, losses, damages, 
expenses and costs (including without limitation court costs and reasonable legal fees) arising out of or in 
connection with any third party claim brought against us arising out of or in connection with: 

(a) your use of the Services, Hardware and/or Documentation; and 

(b) for actual or alleged infringement of a third party's Intellectual Property Rights, Data Protection Laws 
or other obligations through the processing of Captured Data by TympaHealth through provision of 
the Services. 

 

5. CHARGES AND PAYMENT  

5.1 The charges for the Services are as set out the Order Form and you are responsible for paying all charges as 
set out in the applicable Order Form. Quantities purchased cannot be decreased during the relevant 
Subscription Term.  
 

5.2 Charges will be invoiced in advance and are due thirty (30) days from the date of invoice, unless otherwise 
specified in the applicable Order Form.   
 

5.3 If we have not received payment within 30 days after the due date, unless you are disputing the applicable 
charges reasonably and in good faith and are cooperating diligently to resolve the dispute, without prejudice 
to any other rights and remedies it may have, we may, without liability to you, suspend access to the 
Services while the invoice(s) concerned remain unpaid. 
 

5.4 You are responsible for providing complete and accurate billing and contact information to us and for 
notifying us of any changes to such information. 
 

5.5 All amounts and fees stated or referred to in this Agreement: 

(a) shall be payable in the currency that has been agreed and detailed on the Order Form; 

(b) are, subject to clause 10.5(d), non-cancellable and non-refundable; 

(c) are exclusive of value added tax, which shall be added to our invoice(s) at the appropriate rate. 

5.6 We shall be entitled to increase the charges for the Services on every anniversary of the Commencement 
Date at a rate of 2.5% every year. 

5.7 Should you be entitled to receive payment through any Services we provide, the specific terms for payment 
shall be set out in TympaHealth's product and service specification or communicated to you in writing from 
time to time.  

5.8 A cancellation fee of £150.00 will be charged if a training event or observation day booking is cancelled by 
you or your employee(s) with less than 5 working days’ notice. Such fees will also apply when the 
TympaHealth Training Academy training has not been completed ahead of the in person training event as 
set out in 4.1 (n) 

5.9 A cancellation fee of £150.00 will be payable by us if a training event or observation day booking is cancelled 
by us with less than 5 working days’ notice. 
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5.10 If any undisputed sum payable under this Agreement is not paid by the due date for payment, the Supplier 
shall be entitled to charge interest on the overdue amount at a rate of 3% per annum above the Bank of 
England base rate, accruing on a daily basis from the due date until the date of actual payment. 

 

6. PROPRIETARY RIGHTS  

6.1 You acknowledge and agree that we and/or our licensors own all Intellectual Property Rights in the Services 
and the Documentation. Except as expressly stated herein, this Agreement does not grant you any rights 
to, or in, patents, copyrights, database rights, trade secrets, trade names, trademarks (whether registered 
or unregistered), or any other rights or licences in respect of the Services or the Documentation. 
 

6.2 You shall own all rights, title and interest in and to all of the Captured Data. You hereby grant us a non-
exclusive, royalty-free licence to use, modify and copy the Captured Data for the purpose of providing you 
with the Services.  

  
6.3 We shall own all rights, title and interest in and to all the Derived Data..  

 
6.4 We will maintain administrative, physical, and technical safeguards for protection of the security, 

confidentiality and integrity of Captured Data.  Those safeguards will include, but will not be limited to, 
measures for preventing access, use, modification or disclosure of Captured Data by our personnel except 
(a) to provide the Services and prevent or address service or technical problems, (b) as compelled by law in 
accordance with the “Confidentiality” section below, or (c) as expressly permitted in writing by you, and for 
backing-up Captured Data in accordance with our data retention policy (available on request).  
 

6.5 To the extent that Personal Data is included in Captured Data and we process any Personal Data contained 
in Captured Data, on the Customer’s behalf, within the scope of rendering the Services, any such processing 
shall be in accordance with the terms of the data processing addendum (DPA) attached to this Agreement 
as Schedule A. 
 

6.6 All Captured Data shall be stored on TympaHealth's cloud platform only where Hardware is synchronised 
with the cloud platform. We shall not be responsible for: 

(a) any loss, destruction, alteration or disclosure of the Captured Data, where the Hardware is not 
synchronised with TympaHealth’s cloud platform;  

(b) any delays, delivery failures, or any other loss or damage resulting from the transfer of Captured data 
and any other data over communication networks and facilities, including the internet. 

 

7. WARRANTIES  

7.1 We warrant that during an applicable Subscription Term the Hardware and the Software will perform 
materially in accordance with the applicable Documentation.  For any breach of this warranty, your 
exclusive remedies are: 

(a) repair of Defects or replacement of defective Hardware and/or Software; or  

(b) termination in accordance with clause 10.2(b) and a refund in accordance with clause 10.4(c).  

7.2 We warrant that during an applicable Subscription Term the Services will perform materially in accordance 
with the applicable Documentation. For breach of this warranty, your exclusive remedies are: 

(a) our use of reasonable endeavours to remedy any such failure; or  

(b) termination in accordance with clause 10.2(b) and refund in accordance with clause 10.4(c).  

7.3 The warranty in clause 7.1 and 8.2 shall not apply to the extent of any non-conformance which is caused by 
use of the Hardware, Software and/or Services contrary to our instructions, or modification or alteration of 
the Hardware, Software and/or Services by any party other than us or our duly authorised contractors or 
agents.  
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7.4 We: 

(a) do not warrant that your use of the Hardware, Software and/or Services will be uninterrupted or 
error-free; nor that the Services, Documentation and/or the information obtained by you through 
the Services will meet your requirements; and 

(b) are not responsible for any delays, delivery failures, or any other loss or damage resulting from the 
transfer of data over communications networks and facilities, including the internet, and you 
acknowledge that the Hardware, Software, Services and Documentation may be subject to 
limitations, delays and other problems inherent in the use of such communications facilities. 

7.5 In no event shall we be liable for unavailability, inaccuracies, incompleteness or errors in the data captured 
or input by you or its customers using the Services or results provided through the Services. 
 

7.6 Except as expressly provided herein, each party excludes all warranties, representations, terms, conditions 
or other commitments of any kind, whether express or implied, statutory or otherwise, and each party 
specifically disclaims all implied warranties, including (without limitation) any warranties, representations, 
terms, conditions or other commitments of merchantability or fitness for a particular purpose or of 
satisfactory quality or of reasonable skill and care, in each case, to the maximum extent permitted by 
Applicable Laws.  
 

7.7 Each party disclaims all liability and indemnification obligations for any harm, damages or other liability 
caused by any third-party hosting providers. 

 

8. LIMITATION OF LIABILITY 

8.1 This clause 8 sets out our entire financial liability (including any liability for the acts or omissions of its 
employees, agents and sub-contractors) to you in respect of: (a) any breach of this Agreement; (b) any use 
made by you of the Services and Documentation or any part of them; and (c) any representation, statement 
or tortious act or omission (including negligence) arising under or in connection with this Agreement. 
 

8.2 Nothing in this Agreement excludes our liability for: (a) death or personal injury caused by our negligence; 
or (b) fraud or fraudulent misrepresentation.  
 

8.3 Subject to clause 8.2: 

(a) we shall not be liable whether in tort (including for negligence or breach of statutory duty), contract, 
misrepresentation, restitution or otherwise for (i) loss of profits; (ii) loss of business, (iii) depletion 
of goodwill and/or similar losses; (iv) loss or corruption of data or information; (v) pure economic 
loss, or (vi) for any special, indirect or consequential loss, costs, damages, charges or expenses 
however arising under this Agreement; and 
 

(b) our total aggregate liability in contract, tort (including negligence or breach of statutory duty), 
misrepresentation, restitution or otherwise, arising in connection with the performance or 
contemplated performance of this Agreement shall be limited in any Contract Year to the fees paid 
or payable in the Contract Year in which the breach occurs.   

8.4 Except as expressly and specifically provided in this Agreement: 

(a) you assume sole responsibility for results obtained from your use of the Services and the 
Documentation, and for conclusions drawn from such use. We shall have no liability for any damage 
caused by errors or omissions in any information, instructions or scripts provided to us by you in 
connection with the Services, or any actions taken by us at your direction; 

(b) all warranties, representations, conditions and all other terms of any kind whatsoever implied by 
statute or common law are, to the fullest extent permitted by Applicable Law, excluded from this 
Agreement; and 

(c) the Services and the Documentation are provided to you on an “as is” basis.  
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9. CONFIDENTIALITY 

9.1 Each party may be given access to Confidential Information from the other party in order to perform its 
obligations under this Agreement.  A party's Confidential Information shall not be deemed to include 
information that: 

(a) is or becomes publicly known other than through any act or omission of the receiving party; 

(b) was in the other party's lawful possession before the disclosure; 

(c) is lawfully disclosed to the receiving party by a third party without restriction on disclosure; or 

(d) is independently developed by the receiving party, which independent development can be shown 
by written evidence. 

9.2 Each party will use the same degree of care that it uses to protect the confidentiality of its own confidential 
information of like kind (but not less than reasonable care) to (i) not use any Confidential Information of the 
other party for any purpose outside the scope of this Agreement and (ii) except as otherwise authorised by 
the other party in writing, limit access to Confidential Information of the other party to those of its 
employees and contractors who need that access for purposes consistent with this Agreement and who 
have signed confidentiality agreements containing protections not materially less protective of the 
Confidential Information than those herein.   
 

9.3 A party may disclose Confidential Information of the other party to the extent compelled by law to do so, 
provided the party called on to make the compelled disclosure gives the other party prior notice of the 
compelled disclosure (to the extent legally permitted) and reasonable assistance, at the other party’s cost, 
if the other party wishes to contest the disclosure.  
 

9.4 This clause 9 shall survive termination of this Agreement, however arising. 

 
10. TERM AND TERMINATION 

10.1 This Agreement commences on the Effective Date and the Services shall commence on the Commencement 
Date. The Agreement shall continue for the Initial Subscription Term, and, thereafter, this Agreement shall 
be automatically renewed for successive periods of 36 months (each a Renewal Period), unless: 

(a) either party notifies the other party of termination, in writing, at least 30 days before the end 
of the Initial Subscription Term or any Renewal Period, in which case this Agreement shall 
terminate upon the expiry of the applicable Initial Subscription Term or Renewal Period; or   

(b)  otherwise terminated in accordance with the provisions of this Agreement; 

and the Initial Subscription Term together with any subsequent Renewal Periods shall constitute the 
Subscription Term.   

10.2 If either party notifies the other party of termination in writing at least 30 days before the end of the first 
12 month period of the Initial Subscription Term or any Renewal Period, this Agreement shall terminate 
upon expiry of the 12 month period of the Initial Subscription Term or Renewal Period and you shall only 
be liable for payment for the 12 month period, and not payment for the full Initial Subscription Term or 
Renewal Period.  
 

10.3 Without prejudice to any other rights or remedies to which the parties may be entitled, either party may 
terminate this Agreement without liability to the other:  

(a) upon thirty (30) days written notice to the other party of a material breach if such breach remains 
uncured at the expiration of such period; or 

(b) immediately on written notice if the other party becomes the subject of a petition in bankruptcy or 
any other proceeding (whether voluntary or involuntary), relating to insolvency, administration, 
receivership, administrative receivership, liquidation or assignment for the benefit of creditors or 
takes or suffers any similar or analogous procedure, action or event in consequence of debt in any 
jurisdiction. 
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10.4 Without prejudice to any other rights or remedies to which the parties may be entitled, TympaHealth may 
terminate this Agreement by written notice with immediate effect where: 

(a) you materially breach any of your obligations under clause 4;  

(b) you use our brand names, logos and/or trade marks without our consent or your use our brand 
names, logos and/or trade marks which is likely, in our reasonable opinion, to cause harm to our 
reputation and goodwill in any jurisdiction.   

10.5 On termination of this Agreement for any reason: 

(a) all licences granted by us under this Agreement and the right to use the Services shall immediately 
terminate;  

(b) each party shall return and make no further use of any equipment (including Hardware), property, 
Documentation and other items (and all copies of them) belonging to the other party; 

(c) you shall immediately pay to us any sums due under this Agreement. 

(d) we will refund you any prepaid fees covering the remainder of the Subscription Term of all Order 
Forms after the effective date of termination where you have terminated the Agreement pursuant 
to clause 10.2;  

(e) you will return all Hardware after having removed all Captured Data from the Hardware; 

(f) you shall not be entitled to any payments that may accrue and be due to you after the date of 
termination; and 

(g) the accrued rights of the parties as at termination, or the continuation after termination of any 
provision expressly stated to survive or implicitly surviving termination, shall not be affected or 
prejudiced. In no event will termination relieve your obligation to pay any fees payable to us for the 
period prior to the effective date of termination. 

10.6 Unless we receive, no later than 25 days after the expiry or termination of this Agreement for any reason, 
a written request from you for the delivery to you of the then most recent back-up of the Captured Data, 
all Captured Data shall be deleted. Upon such request, we shall deliver, to a secure location provided by you  
(for example SFTP server or cloud repository), a copy of such back-up within 60 days of our receipt of such 
request and thereafter delete our copy of Captured Data, provided you have, at that time, paid all fees and 
charges outstanding at and resulting from expiry or termination. You acknowledge that such data may be 
in an unstructured format.  
 

10.7 Subject to clause 10.6, all Captured Data will be deleted 60 days after expiry or termination of the 
Agreement. Prior to expiry or termination, you will be able to extract Captured Data in accordance with this 
Agreement. 
 

11. GENERAL 

11.1 Assignment. Neither party shall, without the prior written consent of the other, assign, transfer, charge, 
sub-contract or deal in any other manner with all or any of its rights or obligations under this Agreement; 
provided, however, either party may assign this Agreement in its entirety (including all Order Forms), 
without the other party’s consent to its affiliate (that is majority owned or controller or under common 
control) or in connection with a merger, acquisition, corporate reorganisation, or sale of all or substantially 
all of its assets.  Notwithstanding the foregoing, if the Customer is acquired by, sells substantially all of its 
assets to, or undergoes a change of control in favour of, a direct competitor of TympaHealth then we may 
terminate this Agreement upon written notice. 
 

11.2 Force Majeure. We shall have no liability to you under this Agreement if it is prevented from or delayed in 
performing its obligations under this Agreement, or from carrying on its business, by acts, events, omissions 
or accidents beyond its reasonable control, including, without limitation, strikes, lock-outs or other 
industrial disputes (whether involving our workforce or any other party), failure of a utility service or 
transport or telecommunications network, act of God, war, riot, civil commotion, malicious damage, 
compliance with any law or governmental order, rule, regulation or direction, accident, breakdown of plant 



1 June-25 

 

or machinery, fire, flood, storm or default of suppliers or sub-contractors, provided that you are notified of 
such an event and its expected duration. 
 

11.3 Notices.  

(a) Any notice required to be given under this Agreement shall be in writing and shall be delivered by 
hand or sent by pre-paid first-class post or recorded delivery post to the other party at its address 
set out in this Agreement, or such other address as may have been notified by that party for such 
purposes, or sent by email save that formal legal notices will also be sent by post. Invoices and billing 
notices shall be sent by email to the address given in the Order Form. 

(b) A notice delivered by hand shall be deemed to have been received when delivered (or if delivery is 
not in business hours, at 9 am on the first business day following delivery). A correctly addressed 
notice sent by pre-paid first-class post or recorded delivery post shall be deemed to have been 
received at the time at which it would have been delivered in the normal course of post. A notice 
sent by email shall be deemed to have been received at the time of transmission (as shown by the 
copy of the sent email obtained by the sender). 

 
11.4 Waiver. A waiver of any right under this Agreement is only effective if it is in writing and signed by the 

waiving party, and it applies only to the person to whom the waiver is addressed and the circumstances for 
which it is given. Unless specifically provided otherwise, rights arising under this Agreement are cumulative 
and do not exclude rights provided by law. 
 

11.5 Severance. If any provision of this Agreement (or part of a provision) is found by any court or administrative 
body of competent jurisdiction to be invalid, unenforceable or illegal, the other provisions shall remain in 
force. If any invalid, unenforceable or illegal provision would be valid, enforceable or legal if some part of it 
were deleted, the provision shall apply with whatever modification is necessary to give effect to the 
commercial intention of the parties. 
 

11.6 Publicity.  

(a) You agree that we may publicise that you are a customer of TympaHealth and you agree to provide 
us, on our reasonable request, with testimonials, statements for press releases and to participate in 
case studies.   

(b) You grant us a non-exclusive right to use your trade marks in the advertisement of you as a customer 
for the duration of this Agreement.  

(c) You shall not have the right to use any of TympaHealth's names, logos or trade marks without our 
prior written consent.  

 
11.7 Third Party Rights. This Agreement, and the documents referred to in it, are made for the benefit of the 

parties to them and their successors and permitted assigns and are not intended to benefit, or be 
enforceable by, anyone else. 
 

11.8 Entire Agreement.  

(a) This Agreement constitutes the entire agreement between TympaHealth and the Customer. 

(b) Each party acknowledges that in entering into this Agreement it does not rely on any statement, 
representation, assurance or warranty (whether made innocently or negligently) that is not set out 
in this Agreement. Each party agrees that it shall have no claim for innocent or negligent 
misrepresentation based on any statement in this Agreement.   

11.9 Conflict. In the event of any conflict between this Agreement and an Order Form, the Order Form shall 
prevail. 

11.10 Governing law. This Agreement and any disputes or claims arising out of or in connection with it or its 
subject matter or formation (including non-contractual disputes or claims) are governed by, and construed 
in accordance with, the law of England and Wales.  
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11.11 Jurisdiction. The parties irrevocably agree that the courts of England and Wales have exclusive jurisdiction 
to settle any dispute or claim (including non-contractual disputes or claims) that arises out of, or in 
connection with, this Agreement or its subject matter or formation. 

 
 

 

 

Signed by each party’s authorised representative: 

TYMPA HEALTH TECHNOLOGIES LIMITED   CUSTOMER 
 
 
 
By:        By:       
 
 
Print Name:        Print Name:      
 
 
Title:       Title:       
 
 
Date:       Date:       
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SCHEDULE  A 

DATA PROCESSING ADDENDUM 

 

The purpose of this Data Processing Addendum (“DPA”) is to set out each party's obligations relating to the 
personal data processed by the parties pursuant to the Master Subscription Agreement.  

 

1. DEFINITIONS 

Defined terms in this DPA shall have the same meaning as set out in the Agreement unless otherwise defined 
below. 

Appropriate Safeguards: means such legally enforceable mechanism(s) for the international transfer of Personal 
Data as may be permitted under Data Protection Laws from time to time. 

Controller, Processor, Data Subject, Personal Data, Personal Data Breach and Processing: have the meanings 
given to them in the Data Protection Laws.  

Data Protection Laws: means all applicable data protection and privacy legislation in force from time to time in 
the UK including without limitation the UK GDPR; the Data Protection Act 2018 (and regulations made thereunder) 
(DPA 2018); and the Privacy and Electronic Communications Regulations 2003 (SI 2003/2426) as amended and all 
other legislation and regulatory requirements in force from time to time which apply to a party relating to the use 
of Personal Data (including, without limitation, the privacy of electronic communications); 

Data Protection Losses: means all losses and liabilities, including all: 

(a) costs (including legal costs), claims, demands, actions, settlements, interest, charges, expenses, losses and 
damages; and 

(b) administrative fines, penalties, sanctions, liabilities or other remedies imposed by a Supervisory Authority; 
and 

(c) compensation which is ordered by a Supervisory Authority to be paid to a Data Subject; and 

(d) the reasonable costs of compliance with investigations by a Supervisory Authority;  

(e) costs of investigation including forensic investigation; 

(f) cost of breach notification including notifications to the Data Subjects; and 

(g) cost of complaints handling including providing Data Subjects with credit reference checks, setting up 
contact centres (e.g. call centres), producing end customer communication materials, provision of 
insurance to end customers (e.g. identity theft), and reimbursement of costs incurred by end customers 
(e.g. changing locks).  

Derived Data: means data and information created by TympaHealth using all or part of the pseudonymised 
Captured Data.  

EU GDPR: means the General Data Protection Regulation (EU) 2016/679. 

Processing Instructions: has the meaning given to that term in paragraph 3.2. 

Protected Data: means Personal Data in Captured Data provided to TympaHealth by the Customer, or otherwise 
received by TympaHealth in connection with the Services, pursuant to the Agreement. 

Services: means the services provided to the Customer by TympaHealth pursuant to the Agreement. 

Sub-Processor: means another Processor engaged by TympaHealth for carrying out processing activities in respect 
of the Protected Data on behalf of TympaHealth. 

Supervisory Authority: means any local, national or multinational agency, department, official, parliament, public 
or statutory person or any government or professional body, regulatory or supervisory authority, board or other 
body responsible for administering Data Protection Laws. 
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UK GDPR: has the meaning given to it in section 3(10) (as supplemented by section 205(4)) of the Data Protection 
Act 2018. 

  

2. ROLES AND OBLIGATIONS 

2.1 The parties have determined that, for the purposes of Data Protection Laws: 

(a) for the Protected Data, the Customer shall act as Controller and TympaHealth shall act as 
Processor on behalf of the Customer. 

(b) for the Derived Data, the parties acknowledge that whilst TympaHealth is entitled to the Derived 
Data for its own purposes, it cannot access the Protected Data for the purposes of de-
anonymising the Derived Data and the Derived Data is therefore not Personal Data for the 
purposes of Data Protection Laws.  

2.2 Should the determination in paragraph 2.1 change, then each party shall work together in good faith to 
make any changes which are necessary to this DPA. 
 

2.3 Exhibit 1 describes the subject matter, duration, nature and purpose of processing and the Personal Data 
categories, and Data Subject types In respect of which TympaHealth may process the Personal Data to 
fulfil its obligations under the Agreement.  

2.4 TympaHealth shall process the Protected Data in compliance with: 

(a) the obligations of Processors under Data Protection Laws and so as always not to place the 
Customer in breach of the Customer’s obligations as a Controller of that Protected Data (subject 
to Customer complying with Data Protection Laws); and 

(b) the terms of this DPA. 

2.5 The Customer shall ensure all data it provides to TympaHealth for use in connection with the Services shall 
be collected and transferred to TympaHealth in accordance with Data Protection Laws. For the avoidance 
of doubt, it shall be the Customer’s responsibility to: 

(a) ensure the privacy notice it supplies to the Data Subjects of the Protected Data comply with Data 
Protection Laws, including in particular any fair processing information requirements relating to 
the processing of the Protected Data by TympaHealth;  

(b) allow TympaHealth to review and provide input into any relevant privacy notices provided by the 
Customer to Data Subjects; and  

(c) ensure it has a legal basis for the processing of the Protected Data by TympaHealth.  

2.6 The Customer shall have sole responsibility for the accuracy, quality, and legality of Protected Data and 
the means by which the Customer acquired Personal Data.  

 

3. INSTRUCTIONS  

3.1 The Customer’s instructions for the Processing of Protected Data shall comply with Data Protection Law.  

3.2 Insofar as TympaHealth processes Protected Data, TympaHealth: 

(a) shall (and shall ensure each person acting under its authority shall) process the Protected Data 
only on and in accordance with the Customer’s documented instructions from time to time and 
in accordance with Exhibit 1 (Data Processing Particulars), as updated from time to time by 
written agreement of the parties or as otherwise detailed in the Agreement (“Processing 
Instructions”); 

(b) shall inform the Customer if TympaHealth is aware of a Processing Instruction that, in its opinion, 
infringes Data Protection Laws. 
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4. TECHNICAL AND ORGANISATIONAL MEASURES 

4.1 TympaHealth shall implement and maintain, at its cost and expense: 

(a) the technical and organisational measures prescribed by Data Protection Laws to protect against 
unauthorised or unlawful processing of Protected Data and against its accidental loss, damage or 
destruction, including inter alia as appropriate: 

 (i) the pseudonymisation and encryption of Protected Data;  

 (ii) the ability to ensure the ongoing confidentiality, integrity, availability and resilience of 
processing systems and services; 

 (iii) the ability to restore the availability and access to Protected Data in a timely manner in the 
event of a physical or technical incident; and  

(b) taking into account the nature of the processing, the technical and organisational measures 
necessary to assist the Customer insofar as is reasonably possible in the fulfilment of the 
Customer’s obligations to respond to Data Subject requests relating to Protected Data. 

4.2 Current data flows and security for the Protected Data are set out in TympaHealth's product and service 
specification.  

 

5. SUB PROCESSORS AND STAFF  

5.1 TympaHealth has appointed those Sub-Processor(s) listed in Exhibit 1 to this DPA under a written contract 
containing materially equivalent obligations to those in this DPA. TympaHealth shall provide the Customer 
with a copy of the agreements with Sub-Processors if requested to do so by the Customer. TympaHealth 
may redact commercial terms from such agreements before disclosing them to the Customer. 

5.2 TympaHealth shall ensure that all of its personnel and contractors processing Protected Data are subject 
to a binding written contractual obligation with TympaHealth or under professional obligation to keep the 
Protected Data confidential (except where disclosure is required in accordance with Applicable Law, in 
which case TympaHealth shall, where practicable and not prohibited by Applicable Law, notify the 
Customer of any such requirement before such disclosure). 

5.3 TympaHealth may not change or add new Sub-Processors without first notifying the Customer and giving 
the Customer ten days (from date of receipt of the notice) to object to the change or addition in Sub-
Processor on reasonable and objectively justifiable grounds.  

 

6. DATA SUBJECT REQUEST ASSISTANCE  

6.1 TympaHealth shall promptly refer all Data Subject requests it receives to the Customer (wherever 
practicable within two working days of receipt of the request).  

6.2 TympaHealth shall provide such assistance to the Customer as the Customer reasonably requires (taking 
into account the nature of processing and the information available to TympaHealth) to ensure 
compliance with each party’s obligations under Data Protection Laws with respect to: 

(a) Data Subject requests; 

(b) security of processing; 

(c) data protection impact assessments (as such term is defined in Data Protection Laws); 

(d) prior consultation with a Supervisory Authority regarding high risk processing; and 

(e) notifications to the Supervisory Authority and/or communications to Data Subjects by Customer 
in response to any Personal Data Breach and for the avoidance of doubt TympaHealth must 
promptly notify the Customer in writing of any communications received by it from Data Subjects 
or Supervisory Authorities relating to the Protected Data without responding to either of the 
same unless it has been expressly authorised to do so by the Customer. 
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7. OVERSEAS TRANSFERS  

7.1 To the extent required under Data Protection Laws, TympaHealth shall ensure that any transfers (and any 
onward transfers) of Protected Data under this DPA from the European Union, the European Economic 
Area and/or their member states, Switzerland and the United Kingdom to countries which do not ensure 
an adequate level of data protection within the meaning of Data Protection Laws of the foregoing 
territories, are effected by way of Appropriate Safeguards and in accordance with such Data Protection 
Laws. 

8. RECORDS AND AUDITS  

8.1 TympaHealth shall maintain written records of all categories of processing activities carried out on behalf 
of the Customer. 

8.2 TympaHealth shall make available to the Customer such information as is reasonably necessary to 
demonstrate its compliance with the obligations of Processors under Data Protection Laws, and shall allow 
for and contribute to audits, including inspections, by the Customer (or another auditor mandated by the 
Customer) for this purpose, subject to the Customer: 

(a) giving TympaHealth at least 30 days’ advance notice of such information request, audit and/or 
inspection being required; and 

(b) the Customer and TympaHealth mutually agreeing the scope, timing, and duration of the audit; 
and  

(c) ensuring that all information obtained or generated by the Customer or its auditor(s) in 
connection with such information requests, inspections and audits is kept strictly confidential 
(save for disclosure to the Supervisory Authority or as otherwise required by Applicable Law). The 
Customer shall provide a copy of such information and audit reports to TympaHealth following 
an inspection or audit pursuant to this paragraph 8. 

 

9. BREACH NOTIFICATION  

9.1 In respect of any Personal Data Breach involving Protected Data, TympaHealth shall without undue delay 
and within 24 hours of becoming aware of the Personal Data Breach: 

(a) notify the Customer of the Personal Data Breach; and 

(b) so far as possible without prejudicing the continued security of the Protected Data or any 
investigation into the Personal Data Breach, provide the Customer with details of the Personal 
Data Breach. 

 

10. DELETION OR RETURN OF DATA  

10.1 TympaHealth shall return all the Protected Data to the Customer in accordance with clause 10.6 and 
clause 10.7 of the Agreement. 

10.2 Following termination, the Customer acknowledges and agrees that the Supplier may anonymise a copy 
of Protected Data (to the extent it has not already been anonymised prior to termination) and 
TympaHealth may continue to use such anonymised Protected Data for its own business purposes. 

 

11. LIABILITY 

11.1 If TympaHealth receives a compensation claim from a person (including but not limited to a Data Subject) 
relating to processing of Protected Data processed by TympaHealth under this Agreement, it shall 
promptly provide the Customer with notice and full details of such claim. TympaHealth shall make no 
admission of liability nor agree to any settlement or compromise of the relevant claim in relation to its 
processing activity without the prior written consent of the Customer. 
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11.2 This paragraph 11 does not affect the liability of TympaHealth to any Data Subject or Supervisory Authority 
pursuant to a claim made directly against TympaHealth by either of them. 

11.3 As between TympaHealth and the Customer liability for all Data Protection Losses arising out of any 
breach of this Data Processing Addendum including for any loss or damage arising out of a Personal Data 
Breach, shall be subject to the same caps and exclusions on liability as set out in the Agreement. 

 

12. CHANGE IN LAW 

Notwithstanding anything to the contrary in this DPA, in the event: (i) of a change in any law or regulation 
or (ii) a regulator issues a binding  instruction, order or requirement which changes the basis on which the 
Protected Data can be processed, transferred or stored pursuant to this DPA, the parties agree to 
negotiate in good faith to agree an amendment to this DPA and that Agreement (to the extent necessary) 
to address change in law or regulation or to comply a binding instruction, order or requirement as 
applicable. 
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EXHIBIT 1 
DATA PROCESSING PARTICULARS 

1. Subject-matter of processing: 

Data of customers of the Customer and electronic images and media of Tympanic Membrane (ear drum) 
and ear canal for analysis of hearing health. 

2. Duration of the processing: 

Subject to paragraph 10 of this DPA, TympaHealth will Process Personal Data for so long as necessary to 
perform the Services, unless otherwise agreed upon in writing.  

3. Nature and purpose of the processing: 

To use the Protected Data for the purpose of providing the Services and as otherwise detailed in the 
Agreement, and as further instructed by the Customer in its use of the Services. 

4. Categories of Personal Data: 

• Name or unique patient reference number 

• Date of birth 

• NHS number/hospital number 

• Tympa System Generated ID Number  

• Email address (TympaRefer Pilot only) 

• Telephone number (TympaRefer Pilot only) 

• Postcode (TympaRefer Pilot only) 

Special Category Data:   

• Health Information  

• current medication 

• health status 

• medical history 

• video and images of ear, including audiograms.  

5. Categories of Data Subjects: 

• Patients  

6. Processing Instructions 

(a) To use the Protected Data for the purpose of providing the Services and as otherwise detailed in the 
Agreement. 

(b) To pseudonymise and encrypt Protected Data when processed by TympaHealth. and 

(c) To provide a copy of the Derived Data to TympaHealth for its own purposes.  

7. Sub-Processors 

Name Location Processing Activity 

Google Inc (Google Cloud) London, United Kingdom Cloud hosting provider (with 
no logical access to data) 

 
 
 
 



1 June-25 

 

SCHEDULE  B 

Product and Service Specification 

 

The Product and Services covered in this agreement: 

• Tympa Otoscope System 

• Remote Review 

• Training & Certification 

• Patient Group Direction (PGD) Service 

• TympaRefer Pilot - Hearing Health Referral Service 

TympaHealth provides an end-to-end solution for ear and hearing healthcare, enabling community-based 
providers to deliver high-quality, accessible services. Through its digital otoscopy and hearing check, clinical 
support, and structured training programs, TympaHealth enhances patient care and supports early intervention in 
ear and hearing health. TympaHealth has developed a range of clinical management pathways including Patient 
Group Directives, Hearing Health Referral and Remote Review services to improve access to high-level ear and 
hearing care in the community. TympaHealth offers its partners an out-of-the box solution including equipment, 
operational, clinical and marketing support to provide a complete patient journey.  

 

Tympa Otoscope System 

The Tympa Otoscope System is a handheld, portable otoscope device that enables trained practitioners to conduct 
high-definition digital otoscopy, hearing check, and micro suction for ear wax removal. It integrates with the Tympa 
Mobile Application and Tympa Cloud for patient record management and remote review. 

Components 

1. Tympa Otoscope – High-resolution digital otoscope with ergonomic design. 

2. Tympa Mobile Application (iOS/Android) – Patient management, clinical data capture, and appointment 
scheduling. 

3. Tympa Cloud – Secure web-based patient management platform with clinical review features. 

Key Features & Benefits 

• High-resolution images and videos of the ear canal and tympanic membrane. 

• Carry out micro suction procedure to remove cerumen obstruction 

• Automated hearing check for early identification of hearing weakness. 

• Digital patient record management with annotation and sharing capabilities. 

• Secure, cloud-based storage and access to patient data. 

 

Remote Review Service 

The Remote Review Service provides ongoing clinical support for TympaHealth users by offering expert clinical 
opinions on patient cases. Practitioners can submit digital otoscopy images and hearing checks for review by 
TympaHealth’s clinical team. All members of the clinical review team are qualified and registered healthcare 
professionals and are regulated by their professional bodies. They undergo rigorous training internally and peer 
review to maintain the high quality of clinical services. The remote review service is not an urgent or emergency 
service.  

 

Workflow 

1. Practitioner examines the patient using the Tympa and records relevant history 
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2. On Tympa Cloud, practitioner selects and annotates images and regions of interest for review by the clinical 
team and also selects video files 

3. TympaHealth’s clinical team conducts a review and provides feedback. 

4. If necessary, cases are escalated to an ENT specialist. 

5. The practitioner receives guidance on next steps, including referrals. 

 

Training & Certification 

Overview 

TympaHealth provides training for practitioners using the Tympa Otoscope System, ensuring competency in digital 
otoscopy, hearing Checks, and ear wax removal. 

Training Modules 

TympaHealth has a team of Audiologists who deliver training on the use of the Tympa Otoscope System to 
delegates. Trainees must all meet a minimum level of qualification (NVQ level 2 in a healthcare related field with 
relevant healthcare experience) to embark upon the training. The training includes anatomy, physiology, 
pathology, and ear wax removal techniques including micro suction. In addition to the clinical modules, trainees 
undergo training on consent and medico-legal topics. Trainees can access all course materials securely from the 
Tympa Training Academy which is an online Learning Management System. 

All TympaHealth trainers are HCPC registered, have gone through the full TympaHealth training process 
themselves, attended advanced otology teaching sessions (face to face) as well as three multi-disciplinary meetings 
per week to maintain their skills. Trainers are peer reviewed and participate in clinical workshops throughout the 
year to maintain competency. 

Training is delivered using an evidence-based multi-modal approach which combines virtual synchronous and 
asynchronous teaching, followed by face-to-face practical sessions in a safe and controlled simulation 
environment. This is followed by assessment and certification of the clinical skills by a TympaHealth trainer. 
Trainees are expected to keep a logbook of procedures and reflective practice logs.  

TympaHealth actively encourages trainees to maintain and log their continuing professional development and to 
assist this TympaHealth provides annual re-validation services. This is to ensure that qualified ear care practitioners 
maintain the best clinical practice; ensure latest guidelines are followed; safety thresholds are met, and any further 
unmet training needs are identified.  

TympaHealth will arrange training and clinical observation and sign-off. It is the customers responsibility to adhere 
to training requirements, timeline and review.  

 

Patient Group Direction (PGD) Service – additional payable service under separate agreement 

The TympaHealth Patient Group Directive (PGD) Service is a subscription-based service designed to support 
pharmacies in delivering high-quality ear and hearing health services under an approved PGD framework. This 
service enables qualified pharmacy professionals to provide safe and effective treatment within defined clinical 
pathways, enhancing accessibility and patient outcomes in community healthcare settings. 

Service Scope 

The PGD Service enables pharmacies to participate in the administration of treatments and interventions as 
outlined in the TympaHealth PGD framework.  

This includes: 

• Service workflows, referral pathways, and clinical processes. 

• Ensuring compliance with regulatory standards, including NHS (Pharmaceutical and Local 
Pharmaceutical Services) Regulations and General Pharmaceutical Council (GPhC) requirements. 

• Provision of TympaHealth’s approved PGD documentation, training, and governance support. 



1 June-25 

 

• Regular audits, reporting, and quality assurance assessments. 

Subscription & Billing 

The Patient Group Direction (PGD) Service operates on an annual subscription basis, with licensing structured on 
a per-branch basis within provider organisations. The subscription fee is incorporated into the customer's overall 
TympaHealth subscription and is non-refundable. To maintain continuous access to the PGD Service, customers 
must remain current with their payment obligations. 

 

Hearing Health Referral Service – additional payable service under separate agreement 

Overview 

The Hearing Health Referral Service enables referrals for patients identified with hearing concerns, connecting 
them to specialist audiology services. The service is integrated into the Tympa App workflow and can be switched 
on per user.  The service is designed as a non-urgent referral pathway. Referred patients be offered an appointment 
at a time and location of their choice. The appointment will consist of a consultation with a hearing care 
professional, pure tone audiometry and other tests such as speech test and tympanometry as available and 
indicated. The patient will be informed of the results and outcomes. Outcomes from a consultation include the 
following: 

1. Confirmation of hearing loss including type, severity and laterality 
2. Discuss potential causes and contributory factors 
3. Advise on hearing health management and next steps including amplification with hearing devices 
4. Referrals to other medical professionals such as ENT, Neurology, GP with reasons and recommendations 

This initial consultation is free of charge to the patient. If the patient chooses to proceed with further chargeable 
appointments and or chargeable treatment, including the purchase of hearing devices, with a private audiology 
provider then the patient and the audiology provider will be able to arrange this independent to TympaHealth and 
its partners.  

Service Scope & Workflow 

The Hearing Health Referral Service enables healthcare providers to refer patients with suspected hearing 
weakness to audiology services for early diagnostic evaluation and intervention. The goal of this service is to 
eliminate unnecessary delays, improve patient experience, and ensure that those in need of hearing care can 
seamlessly access the correct care provider.  

Participation in the hearing health referral services allows healthcare providers to submit comprehensive referral 
documentation, including patient details, clinical notes, otoscopy images, and hearing check results, via the Tympa 
App.  

Each referral undergoes a validation process by the TympaHealth clinical team to ensure adherence to clinical 
guidelines and best practice standards before being passed on to an accredited audiology provider. 

Clinical Requirement for Referral 

Inclusion Criteria 

A referral must meet the following clinical eligibility criteria: 

• Suspected hearing weakness based on an audiogram profile. 

• No impacted ear wax that could be contributing to hearing loss. 

• No active infection or inflammation requiring primary medical intervention. 

• Patient has given consent to proceed with the referral. 

• Patient is willing and able to attend a follow-up appointment with an audiology provider. 

• Patient does not have an urgent or red flag symptom requiring immediate medical or ENT referral. 

Exclusion Criteria 

A referral will not be accepted if any of the following apply: 
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• Impacted wax that needs removal before an accurate hearing check can be performed. 

• Ear infection, pain, or discharge indicating an active medical condition requiring primary care intervention. 

• Sudden onset hearing loss in one or both ears, which is a medical emergency requiring urgent ENT evaluation. 

• Other red flag symptoms that warrant emergency medical services  

• Patient refusal or withdrawal of consent for the referral process. 

• Patient already under the care of an audiology provider for the same condition and is happy with current 
treatment / management plan.  

Non-Clinical Requirements for Referral 

To ensure successful referral processing, the following non-clinical requirements must be met: 

• Patient's full name as recorded in their medical records. 

• Accurate and up-to-date contact details, including: 

o Telephone number (preferably mobile) to facilitate appointment scheduling. 

o Email address for referral confirmation and provider communication. 

o Residential postcode to assign the most suitable audiology provider based on location. 

• Completion of all required fields in the referral submission to ensure processing without delays. 

• Provider contact information, including the referring clinician’s details, for follow-up if necessary. 

Direct Patient Engagement & Referral Facilitation 

To enhance patient engagement and facilitate the referral process, TympaHealth provides direct patient support, 
ensuring that referred individuals receive timely guidance on their next steps. TympaHealth’s referral coordinators 
may contact patients directly to confirm appointments, provide information about specialist services, and address 
any questions or concerns. This direct interaction reduces referral delays and enhances patient compliance with 
recommended care pathways.  

Affiliate Programme & Fees 

Customers receive an affiliate fee for each referral that meets TympaHealth’s clinical criteria. Affiliate fees will be 
issued using a credit note system at the end of each month and the credit will be applied against any invoices 
outstanding. 

Quality Assurance 

Random clinical audits will be carried out on referrals by Audiologists. Feedback will be provided to partners. Audits 
will monitor adherence to clinical guidance, protocol and or operational workflows. Regular audits of referral 
pathways. TympaHealth's clinical team may periodically audit referrals to ensure  

Non-conformance with service requirements (e.g., incomplete referrals, inappropriate referrals, failure to follow 
protocol) may result in suspension of access to the referral service. 

TympaHealth reserves the right to suspend or revoke access to the referral service if quality standards and/or other 
operational standards are not maintained. 
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SCHEDULE  C 

Marketing Material Terms and Conditions 

 

Tympa Health Technologies Ltd and its licensors are the exclusive owners of the Trademarks and Marketing Assets 
(posters, leaflets, videos, animations and any other such branded items hereinafter called “Marketing Materials”) 
which may be used by the Partner hereunder. The Partner may only use such Trademarks and Assets in accordance 
with the restrictions and limitations set forth in these Marketing Material terms and conditions. Neither these 
Marketing Material terms and conditions nor the Partner’s use of such Trademarks shall convey to the Partner any 
right or title to said Trademarks or affect in any way the exclusive ownership of Tympa Health Technologies Ltd 
and its licensors of said Trademarks and of any registrations thereof, and all use of such Trademarks and all 
goodwill arising therefrom shall be for the sole benefit of and on behalf of Tympa Health Technologies Ltd and its 
licensors. 

 

The Partner should only use the Marketing Materials and Trademarks in relation to marketing of the Services as 
permitted and strictly in accordance set out by these Marketing Material terms and conditions. All Marketing 
Materials and Trademarks must remain intact and may not be modified without explicit written permission from 
Tympa Health Technologies Ltd. The Partner is solely responsible for the consequences of any misuse of Tympa 
Health Technologies Ltd assets. 

 

Tympa Health Technologies Ltd authorises the Partner to use the supplied Marketing Materials and Trademarks 
solely for the purpose of promoting Tympa Health Technologies Ltd services and any usage will be in accordance 
with the reasonable directions and prior written consent of Tympa Health Technologies Ltd. 

 

These Marketing and Branding Terms shall be valid during the term of the Partner Agreement. Immediately upon 
the termination or expiry of the Partner Agreement, the Partner shall (i) discontinue all use of the Trademarks, and 
Marketing Materials (ii) at Tympa Health Technologies Ltd’s option, destroy or return to Tympa Health 
Technologies Ltd all Marketing Materials and other materials containing the Trademarks. Notwithstanding the 
foregoing, and provided that termination did not result from the Partner’s breach of these Marketing Material 
terms and conditions or any provision of the Partner Agreement, Tympa Health Technologies Ltd may in sole 
discretion by written authorisation permit the Partner to continue using the Trademarks and Marketing Materials 
for an agreed length of time. 

 

The Partner is granted use of Tympa Health Technologies Ltd brochures, leaflets, posters, animations and other 
Marketing Materials and literature that mention Tympa Health Technologies Ltd for the promotion of the Tympa 
System and other related Tympa Health Technologies Ltd Services. Such Marketing Materials shall only be used 
with the prior written approval of Tympa Health Technologies Ltd. 

 

Similarly, the Partner shall not use or alter in any way any Marketing Materials supplied by or related to Tympa 
Health Technologies Ltd without the prior written consent of Tympa Health 
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Technologies Ltd. The Partner shall not use any such marketing materials related to Tympa Health Technologies 
Ltd products that have not been approved by Tympa Health Technologies Ltd. All uses by the Partner of decals, 
signs, printed and broadcast materials and other Marketing Materials must be in conformity with the requirements 
of Tympa Health Technologies Ltd. You will not at any time do, or cause to be done, any act or deed in any way 
impairing or intended to impair Tympa Health Technologies Ltd’s exclusive right, title and interest in and to its 
respective protected Trademarks. 

 

These Marketing Material terms and conditions of use related to Tympa Health Technologies Ltd Marketing 
Materials and assets is a legal agreement between you (in your capacity as an individual and as an agent for your 
company, institution or other entity) (collectively, “you” or “Partner”) and Tympa Health Technologies Ltd. 

 

Downloading, displaying, using, or copying of an image by you or by a third party on your behalf indicates your 
agreement to be bound by the terms and conditions of the Partner Agreement. You agree that the materials, 
images, video, selected by you may be used for commercial purposes whilst you remain a customer of Tympa 
Health Technologies Ltd. This Marketing Material terms and conditions agreement sets forth the understanding of 
both parties and supersedes any and all written or verbal agreements between the parties related to the subject 
matter hereof. Any amendment to this Agreement must be in writing signed by a duly authorised officer or 
representative of the parties. 

 

This agreement is for your protection as well as that of Tympa Health Technologies Ltd. During the term of this 
Agreement and at all times thereafter, neither party will disparage, including but not limited to slander, libel, 
misrepresent, injure the reputation of the other, directly or indirectly. 
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